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AN AI & ML APPROACH WITH HUGE PROMISE

AML is major initiative for govern-
ments, banks, exchanges and other 
providers of financial services

Research from McKinsey, Accen-
ture and others highlight the short 
comings of conventional transaction 
monitoring using rules based engines

Leading analysts agree that AI and 
machine learning holds promise to 
reduce number of false positive 
alerts leading to lower administrative 
costs in processing suspicious activi-
ty reports

Trendalyze has applied its unique 
deep learning, sequence matching, 
motif search and correlation tech-
niques to financial transaction moni-
toring

Trendalyze extends transaction 
monitoring to advanced scenarios 
such as structuring (layering, smurf-
ing) and blockchain networks
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Putting Micro Trend Analysis into the Right Hands

In the past 5 years, the Business Intelligence (BI) market has moved away 
from the IT organization to the business side, taking advantage of business 
analytics used by business analysts, who not only know the tools but also 
better understand the business drivers. Business analytics tools have taken 
over, along with visualization tools or data discovery. These new approach-
es to business analytics have yielded great adoption and better outcomes 
but still need to go a lot farther. 

The same changeover has happened to the BPM (Business Process Man-
agement) vendors that transformed to low-code products and now provide 
the citizen data scientist with the capability to assemble process improve-
ments with minimal help from the IT organization. 

The Predictive Analytics Lag

So why has predictive analytics lagged behind, as can be observed by the 
creation of the data scientist position? One could argue that the data 
scientist position was created due to the exponential amount of data today. 
However, big data is only part of the reason. 

The other part is the need for highly skilled people that understand statis-
tics, modeling, data management and how to bring a variety of data types 
together to gain a competitive advantage. What if we could make the same 
leap in predictive analytics that we made in BPM and BI. We could do this 
by giving LOB the capability to use tools that allow them to identify anoma-
lies or micro-trends and take corrective action to drive better outcomes 
without the need for a data scientist. 

The Trendalyze Solution

Trendalyze is built to solve this problem. The platform is built to operate 
like Google but instead of searching for words, we search for shapes 
(patterns, sequences, motifs) in time series data. Google can find similar 
web pages within trillions of web pages. We can pull similar patterns from 
billions of trend lines. If you spot a single pattern, you can pull all similar 
patterns together for analysis. It’s easy for business analysts and engineers 
to spot a costly or profitable trend. It’s hard for them to find each and every 
occurrence of this trend. This is what we make easy with Trendanalyze.

IoT data mostly consists of three things: time, dimensions and measures. In 
other words, IoT data is time-series data. Granted this is not always the 
case, but this is true more often than not.  Another thing to consider is that 
a lot of data is or can be converted to time-series data. For example, medical 
data such as EKG measurements, streaming audio or video, point of sale 
data, financial trades, etc. are all forms of data that either are or can be 
converted to time-series data. What data do you have in your industry that 
fits this definition? 

The Problem with Current Data Analyzing Trends
 

What is it about time-series data that becomes very interesting? Simple, it 
can be graphed very easily across time, dimensions and measures. We have 
been doing this for years--the data is compiled into a graphical presenta-
tion called a line chart, which shows trends occurring over time. 

The difficulty now is the sheer volume of data that is generated, and the 
difficulty in finding micro-trends within the data, that when found and 
understood, predict future outcomes. The needle in the haystack comes to 
mind or nowadays, the needle in the haystack field. The way we’ve been 
identifying these patterns has been through an expensive and time-con-
suming modeling process, which often doesn't provide the results and 
accuracy we need. This has led to projects being abandoned due to high 
costs and time delays. 

Move Some of the Data to Other LOBs

What if we could take time-series data off the table for the data scientist 
and give them more time to focus on other types of data. Then we could 
place the tools in the hands of engineers in Manufacturing, a financial 
analyst in Finance or the marketing organization in most companies. All of 
these LOBs and many others have people who are highly skilled in analyt-
ics and statistics. They have computer skills as a natural part of their job 
function. Engineers use CAD, financial analysts use forecasting models, 
etc...

Take manufacturing as an example. Engineers design many things, but in 
this example let’s take a look HVAC equipment for large buildings. The 
engineers design the layout of the equipment based on factors such as 
number of floors, square footage, the height of the ceiling, type of 
windows, building use and so many other factors. 

These engineers are well versed in statistics and mathematics, as these are 
required for their profession. They are also the same people that develop 
and test the equipment and understand the anomalies that are associated 
with the testing outcomes. If you put the tools for predictive analytics in 

their hands, they are completely capable of using the tools and under-
standing very quickly when equipment abnormalities happen because they 
are the SME. 

They can also design the equipment to cast off information from sensors 
that can be monitored to help prolong the life of the equipment, reduce 
energy consumption, predict equipment malfunctions and help with 
condition-based maintenance. If you provide these engineers with the 
right type of tools to analyze information from their HVAC equipment (in 
this case), that is easy enough to use. However, the powerful benefit comes 
from the ability to identify trends in the granular data that predict future 
outcomes; thus, you create tremendous value by putting the tools directly 
into the hands of the person who can best understand the data produced.
 

An Example of Micro Trends Analysis at Work

Let’s take one example in our HVAC discussion above, conditioned 
based maintenance. For simplicity let’s assume that there are six met-
rics that predict an optimal timeframe for maintenance to avoid equip-
ment failure. These metrics are not singular in their ability to predict but 
have to be correlated to do so. In this example, we are going to use 
motor temperature (MT), airflow, humidity, motor run time (MRT) inside 
and outside temperatures. 

Here is what our hypothetical might look like in Trendalyze:

 
In this simplistic example, all these dimensions affect the ability to 
predict maintenance cycles. For instance, a motor run time when com-
pared to inside temperature may predict a coolant or compressor issue. 
Restricted airflow might impact humidity and could be a predictor of 
ventilation issues, malfunctions in damper performance or humidifier 
issues. 

Each of these metrics taken independently only indicates a problem but 
taken together they may help pinpoint the exact problem that needs to 
be addressed. For example, a singular spike in motor temperature may 
not indicate anything, but continuous spikes followed by reduced 

airflow and a decrease in humidity might indicate a damper problem, 
due to the motor working harder to get cool humid air to a location in 
the building that is being restricted. 

In this example Machine Temperature is running higher, Humidity in the 
first floor is decreasing and Machine Run Time is increasing. The Out-
side Temperature has minimal impact and the Inside Temperature is 
increasing. 

There are some conclusions and actions, in this hypothetical example, 
which can take place that create real value for the company. For our 
sakes, we are going to go with the notion that the analysis indicates a 
damper problem. 

From a Maintenance perspective, this could predict the need for main-
tenance to be scheduled. However, the value could be even greater if 
based on this knowledge you knew what parts are needed for mainte-
nance repair. In this case, we believe it is a damper issue. 
Cost is reduced for the maintenance call because the problem that 
needs to be fixed is narrowed down to a specific point based on informa-
tion provided by Trendalyze and the proper materials can be loaded on 
the response vehicle to reduce the need for rescheduling the appoint-
ment.

Saving Money with Micro Trend Analysis

In our HVAC example let’s make these assumptions: 

•  The company has 10,000 clients and a maintenance call costs 
$1,000 per call. 
•  If 10% of your clients have an issue that requires a mainte-
nance call, then that is $10 million in costs. 

The results: If 20% of these maintenance calls can’t be resolved due to 
insufficient diagnostics, we have now wasted $2 million in unresolved 
responses and created another $2 million in costs for a follow-up call. 
The $4 million represents the best-case savings scenario but gives an 
organization a tremendous opportunity for savings, especially when 
this type of situation is re-occurring year after year. 

This is a relatively simple example, but let’s consider the possible 
added complications. What if this was a 10-story building? Then we 
would have ten times the metrics, and for a fifty-story building 50 
times the metrics. 

In our example, we only had 6 metrics with measurements taken at 10 
minute intervals. What if there were 30 sensors taking measurements 
at 2 second intervals. And finally, what if the predictions have to be in 
order? In other words, metrics 1, 2, 3, etc. have to become abnormal in 
a certain sequential order. Sounds like a permutation. 

While this can be figured out in today’s environment of detailed 
analytics, it is far easier to find order in patterns than in the midst of a 
large volume of granular data. You need a data scientist for the latter, 
and Trendalyze for the former.

Trendalyze Can Help Your Business

We take the pain out of analyzing micro data trends. Trendalyze offers 
highly specialized interactive visualizations and search functions to 
pinpoint micro trends in time-series data with just a few clicks. Our 
program unlocks the value of time patterns, helping your company find 
new revenue streams and increase profitability.  

Call us for more information on how we can help your company find, 
monitor and monetize micro trends, making them into new opportuni-
ties for your business. 
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The AML Quagmire

A number of well-respected firms have written papers on AML and the 
promise of AI & ML while also outlining the issues with adoption. We 
have found that these respected organizations tend to agree on the 
promise and problems. At a high level, the problems fall into two catego-
ries, one of cost, and low adoption. We attempt to bring this out and 
offer a solution to the problems that have been identified. 
According to many sources, the cost of AML compliance in Europe is 
$83 Billion. 

The cost for US firms by the size of the firm is illustrated below:
. 

It is estimated that 75% of these cost are associated with labor and the 
remaining 25% on technology. The issue is that labor is continuing to 
take up a disproportionate share of the expense with no end in sight. 
This cost continues to be ongoing expenses as well while technology 
typically has an ROI. We explore some of the issues surrounding this 
AML problem and put forth an alternative to the expensive approach 
taken so far by placing tools in the hands or the regulators and business 
professionals to mitigate some of this cost. 

A November 2017 McKinsey & Company white paper on The New 
Frontier in Anti-Money Laundering observed:

“In recent years, three factors have heightened the risk banks 
face when combating financial crimes. First, the growth in the 
volume of cross-border transactions and greater integration of 
the world’s economies have made banks inherently more 

vulnerable. Second, regulators are continually revising rules as 
their focus expands from organized crime to terrorism. Finally, 
governments have expanded their use of economic sanctions, 
targeting individual countries and even specific entities as part 
of their foreign policies. Banks have responded to these trends 
by investing heavily in people, manual controls (“checkers 
checking the checkers”), and systems addressing point-in-time 
needs. For example, in the United States, anti-money launder-
ing (AML) compliance staff have increased up to tenfold at 
major banks over the past five years or so. 

As McKinsey&Company states, regulatory compliance, additional 
methods of money laundering and new players are putting extreme 
pressure on governments and financial institutions to combat these 
ever-changing methods of hiding illegal activity. In this industry, things 
are moving so quickly that you sometimes can’t catch your breath. We 
end up throwing more people at the problem which ends up being costly 
and ineffective. 

Most Financial Institutions are too busy solving FRB Cease & Desist 
Letters, MRIA (Matters Requiring Immediate Attention), Internal Audit 
Points and additional regulations to take a breath. The reactive vs. 
proactive approach is impeding their ability to embrace newer technol-
ogies.

AI and machine learning hold a lot of promise in helping break this cycle 
but at the same time may be held back due to the lack of knowledge and 
the amount of time it takes to incorporate these solutions into our 
thinking. 

In a recent article from Accenture regarding the Evolving AML Journey 
in Financial Services, they wrote:

“Despite numerous potential applications within the financial 
services sector, specifically within Anti-Money Laundering 
(AML), adoption of AI and ML has been relatively slow. This has 
been, in part, due to the following (1) limited comprehension of 
the application of AI and ML within AML compliance programs; 
(2) the notion of ML being a “black box” where the inner work-
ings are not clearly understood by regulators and compliance 
officers; and (3) the cautious approach taken by regulators 
requiring compliance officers to understand and validate how 
outcomes from AML models are arrived at.

So due to lack of comprehension and a cautious approach regarding AI 
and ML we haven’t been able to advance our solutions and in fact 
continue to fall further behind due to complexity, the volumes of data 
and the increasing sophistication of the criminals. We end up throwing 
more resources at the problem that could be minimized by AI and ML 
approaches.

How can Trendalyze help with these issues?

The first thing you realize is that the design and use of Trendalyze hits 
all three of the issues holding back faster implementations of AI and ML 
in AML projects. The way that Trendalyze functions has ML in it but you 
don’t need to be a data scientist to use it.

We demystify the “BlackBox” aspect of ML. We find and correlate 
sequences and patterns in large amounts of time-series data that 
predict a future outcome. In the case of AML, these outcomes could be 
fraud or other nefarious activities that we want to prevent. Regulators 
easily understand patterns and can validate the meanings of these 
patterns to anyone. We can correlate patterns from multiple data 
sources with scoring so people can understand how close the patterns 
are to the ones that we want to find and take action, thus greatly simpli-
fying the overall process. Watch Scaling the Human Eye video to see 
why the human eye alone can’t do this. 

Accenture uses Transaction Monitoring(TM) as an example of why a 
triage-based system doesn’t solve the problem completely. They wrote: 

“A common TM challenge is the generation of a vast number 
of alerts requiring costly operations teams to triage the alerts. 
With increasing customer numbers and increasing numbers of 
transactions, TM alert volumes have increased significantly at 
financial institutions (FIs). This increase in alerts has resulted in 
an upsurge in the number of personnel required to triage and 
process them. However, in leveraging ML at the alert triage 
stage, alerts can potentially be suppressed, hibernated (set 
aside for later examination) or even, at some time in the future, 
closed automatically.

McKinsey&Company further expands on the triage issue with more 
detail about false positives: 

”90 percent of the alerts generated by rules can be false 
positives, and should be quickly discarded by investigators (but 
often are not). Though rarer, false negatives (or criminal activi-
ty that goes unnoticed) also pose a significant risk to banks. It is 
relatively easy for criminals to understand the linear rules 
currently applied by many banks and then design approaches 
to circumvent them (like smurfing, including the use of dormant 
intermediary accounts before the funds converge into the 
target account).

Trendalyze helps solve this triage problem in several ways: 

First, we limit the number of false positives through an advanced 

method of deep learning and correlations of sequence and pattern 
recognition. 

Second, we not only reduce the number of false positives but also 
improve the overall ability to find more valid cases in suspicious 
activity reports (SARs). The reduction in false positives can greatly 
reduce the cost of personnel expenses associated with the triage 
process. 

Third, in scoring the outcomes, we can also automate the processes 
to take action based on the score. These scores may begin to devi-
ate from what once was, indicating the criminals are adjusting their 
patterns which we can easily adjust to their new patterns.

The Trendalyze solution is described in the below schematic:

 

Adopting Best of Breed Fraud Detection Engines

Most financial institutions are now moving toward “Risk-Based and 
Model-Driven” approaches to centralize and streamline the transaction 
lifecycle to provide a 360-degree view of the customer and transaction. 
These AML Risk-Based approaches must carry the customer risk as the 
transactions and payments travel through transaction filtering and 
transaction monitoring. A lot of the false positives emanate from the 
lack of controls and data governance. The problem continues to become 
more complex as regulations try to close the gap with the criminals.  

Many organizations are moving towards the AML centralization and 

consolidation by the creation of “Fraud Detection Engines” on top of 
centralized models, but they are lacking the AI and ML implementa-
tions. Trendalyze can narrow the gap in that area.

Trendalyze provides end-to-end transaction analytics identifying red 
flags and false-positives early in the life-cycle and thus eliminating the 
need for unnecessary escalations.  

A complete solution for Know Your Transaction (KYT) that can be 
integrated with existing on-boarding KYC processes and integrated 
with workflows for the processing of SARs.

In a recent Harvard Business Review article about The Democratization 
of Data Science by Jonathan Cornelissen he wrote the following: 

“These days every industry is drenched in data, and the orga-
nizations that succeed are those that most quickly make sense 
of their data in order to adapt to what’s coming. The best way 
to enable fast discovery and deeper insights is to disperse data 
science expertise across an organization.

Trendalyze is helping organizations do exactly that. We put tools in the 
hands of business people, business analyst or the citizen data scientist 
that need to analyze data for trends. Trendalyze has application across 
the board but specifically in AML where the stakes are so high. The key 
is to detect patterns that predict future AML outcomes and then moni-
tor them to catch the anomalies early to take corrective action, mitigate 
risk and avoid costly personnel expenditures. 

Know Your Transaction (KYT) for Crypto Currency AML

Criminals are on track to launder more than $1.5 billion via cryptocur-
rency trading in 2018, more than five times as much than as in 2017, 
according to CipherTrace. Authorities in USA and EU are focusing on 
programs to regulate and monitor the industry: FinCEN in the USA and 
AMLD5 in the 28 countries of the European Union. 

Blockchain anonymity makes identity management a significant chal-
lenge, and the majority of wallet and exchange providers have minimal 
KYC procedures.  Cross chain transactions are very hard to monitor 
when combined with techniques such as atomic swaps, zero proof 
protocols, and ring signature protocols. 

Trendalyze has integrated a number of public blockchains for transac-
tion monitoring, correlation, and search.  The searches can span across 
chains to help with detection of fraud originated with structuring tech-
niques such as layering and smurfing. 

Trendalyze monitoring suspicious transactions across multiple wallets and 
exchanges on the Ethereum network

Summary

It takes a lot of different technologies to help solve these issues. The 
quality of data has to be such that we don’t exacerbate the problem 
down the line. Along with the quality, the data elements have to be 
consistent with the AML initiatives and flexible enough to meet future 
challenges such as blockchain networks and cryptocurrency.  Most 
financial organizations have had a KYC ongoing project that can be, or 
already has been, brought into the AML strategy. AI an ML hold a lot of 
promise but with the problems described by McKinsey and Accenture 
above. 

At Trendalyze we believe we have a small but significant part of the 
overall solution to place tools in the hands of the business users and 
regulators, therefore, streamlining the process and avoiding the need 
for a ten fold increase in personnel identified by Accenture above. 
Please see our AML Video for introduction into our AML approach. 

We invite you to connect with Trendalyze to set up a collaborative 
session to mutually determine whether there is a good fit between our 
technology and your AML strategy. These sessions usually takes no 
more than an hour with 15 minutes of prep time to answer a few ques-
tions regarding where you are in your AML journey and to identify the 
gap that you want to close. 



Putting Micro Trend Analysis into the Right Hands

In the past 5 years, the Business Intelligence (BI) market has moved away 
from the IT organization to the business side, taking advantage of business 
analytics used by business analysts, who not only know the tools but also 
better understand the business drivers. Business analytics tools have taken 
over, along with visualization tools or data discovery. These new approach-
es to business analytics have yielded great adoption and better outcomes 
but still need to go a lot farther. 

The same changeover has happened to the BPM (Business Process Man-
agement) vendors that transformed to low-code products and now provide 
the citizen data scientist with the capability to assemble process improve-
ments with minimal help from the IT organization. 

The Predictive Analytics Lag

So why has predictive analytics lagged behind, as can be observed by the 
creation of the data scientist position? One could argue that the data 
scientist position was created due to the exponential amount of data today. 
However, big data is only part of the reason. 

The other part is the need for highly skilled people that understand statis-
tics, modeling, data management and how to bring a variety of data types 
together to gain a competitive advantage. What if we could make the same 
leap in predictive analytics that we made in BPM and BI. We could do this 
by giving LOB the capability to use tools that allow them to identify anoma-
lies or micro-trends and take corrective action to drive better outcomes 
without the need for a data scientist. 

The Trendalyze Solution

Trendalyze is built to solve this problem. The platform is built to operate 
like Google but instead of searching for words, we search for shapes 
(patterns, sequences, motifs) in time series data. Google can find similar 
web pages within trillions of web pages. We can pull similar patterns from 
billions of trend lines. If you spot a single pattern, you can pull all similar 
patterns together for analysis. It’s easy for business analysts and engineers 
to spot a costly or profitable trend. It’s hard for them to find each and every 
occurrence of this trend. This is what we make easy with Trendanalyze.

IoT data mostly consists of three things: time, dimensions and measures. In 
other words, IoT data is time-series data. Granted this is not always the 
case, but this is true more often than not.  Another thing to consider is that 
a lot of data is or can be converted to time-series data. For example, medical 
data such as EKG measurements, streaming audio or video, point of sale 
data, financial trades, etc. are all forms of data that either are or can be 
converted to time-series data. What data do you have in your industry that 
fits this definition? 

The Problem with Current Data Analyzing Trends
 

What is it about time-series data that becomes very interesting? Simple, it 
can be graphed very easily across time, dimensions and measures. We have 
been doing this for years--the data is compiled into a graphical presenta-
tion called a line chart, which shows trends occurring over time. 

The difficulty now is the sheer volume of data that is generated, and the 
difficulty in finding micro-trends within the data, that when found and 
understood, predict future outcomes. The needle in the haystack comes to 
mind or nowadays, the needle in the haystack field. The way we’ve been 
identifying these patterns has been through an expensive and time-con-
suming modeling process, which often doesn't provide the results and 
accuracy we need. This has led to projects being abandoned due to high 
costs and time delays. 

Move Some of the Data to Other LOBs

What if we could take time-series data off the table for the data scientist 
and give them more time to focus on other types of data. Then we could 
place the tools in the hands of engineers in Manufacturing, a financial 
analyst in Finance or the marketing organization in most companies. All of 
these LOBs and many others have people who are highly skilled in analyt-
ics and statistics. They have computer skills as a natural part of their job 
function. Engineers use CAD, financial analysts use forecasting models, 
etc...

Take manufacturing as an example. Engineers design many things, but in 
this example let’s take a look HVAC equipment for large buildings. The 
engineers design the layout of the equipment based on factors such as 
number of floors, square footage, the height of the ceiling, type of 
windows, building use and so many other factors. 

These engineers are well versed in statistics and mathematics, as these are 
required for their profession. They are also the same people that develop 
and test the equipment and understand the anomalies that are associated 
with the testing outcomes. If you put the tools for predictive analytics in 

their hands, they are completely capable of using the tools and under-
standing very quickly when equipment abnormalities happen because they 
are the SME. 

They can also design the equipment to cast off information from sensors 
that can be monitored to help prolong the life of the equipment, reduce 
energy consumption, predict equipment malfunctions and help with 
condition-based maintenance. If you provide these engineers with the 
right type of tools to analyze information from their HVAC equipment (in 
this case), that is easy enough to use. However, the powerful benefit comes 
from the ability to identify trends in the granular data that predict future 
outcomes; thus, you create tremendous value by putting the tools directly 
into the hands of the person who can best understand the data produced.
 

An Example of Micro Trends Analysis at Work

Let’s take one example in our HVAC discussion above, conditioned 
based maintenance. For simplicity let’s assume that there are six met-
rics that predict an optimal timeframe for maintenance to avoid equip-
ment failure. These metrics are not singular in their ability to predict but 
have to be correlated to do so. In this example, we are going to use 
motor temperature (MT), airflow, humidity, motor run time (MRT) inside 
and outside temperatures. 

Here is what our hypothetical might look like in Trendalyze:

 
In this simplistic example, all these dimensions affect the ability to 
predict maintenance cycles. For instance, a motor run time when com-
pared to inside temperature may predict a coolant or compressor issue. 
Restricted airflow might impact humidity and could be a predictor of 
ventilation issues, malfunctions in damper performance or humidifier 
issues. 

Each of these metrics taken independently only indicates a problem but 
taken together they may help pinpoint the exact problem that needs to 
be addressed. For example, a singular spike in motor temperature may 
not indicate anything, but continuous spikes followed by reduced 

airflow and a decrease in humidity might indicate a damper problem, 
due to the motor working harder to get cool humid air to a location in 
the building that is being restricted. 

In this example Machine Temperature is running higher, Humidity in the 
first floor is decreasing and Machine Run Time is increasing. The Out-
side Temperature has minimal impact and the Inside Temperature is 
increasing. 

There are some conclusions and actions, in this hypothetical example, 
which can take place that create real value for the company. For our 
sakes, we are going to go with the notion that the analysis indicates a 
damper problem. 

From a Maintenance perspective, this could predict the need for main-
tenance to be scheduled. However, the value could be even greater if 
based on this knowledge you knew what parts are needed for mainte-
nance repair. In this case, we believe it is a damper issue. 
Cost is reduced for the maintenance call because the problem that 
needs to be fixed is narrowed down to a specific point based on informa-
tion provided by Trendalyze and the proper materials can be loaded on 
the response vehicle to reduce the need for rescheduling the appoint-
ment.

Saving Money with Micro Trend Analysis

In our HVAC example let’s make these assumptions: 

•  The company has 10,000 clients and a maintenance call costs 
$1,000 per call. 
•  If 10% of your clients have an issue that requires a mainte-
nance call, then that is $10 million in costs. 

The results: If 20% of these maintenance calls can’t be resolved due to 
insufficient diagnostics, we have now wasted $2 million in unresolved 
responses and created another $2 million in costs for a follow-up call. 
The $4 million represents the best-case savings scenario but gives an 
organization a tremendous opportunity for savings, especially when 
this type of situation is re-occurring year after year. 

This is a relatively simple example, but let’s consider the possible 
added complications. What if this was a 10-story building? Then we 
would have ten times the metrics, and for a fifty-story building 50 
times the metrics. 

In our example, we only had 6 metrics with measurements taken at 10 
minute intervals. What if there were 30 sensors taking measurements 
at 2 second intervals. And finally, what if the predictions have to be in 
order? In other words, metrics 1, 2, 3, etc. have to become abnormal in 
a certain sequential order. Sounds like a permutation. 

While this can be figured out in today’s environment of detailed 
analytics, it is far easier to find order in patterns than in the midst of a 
large volume of granular data. You need a data scientist for the latter, 
and Trendalyze for the former.

Trendalyze Can Help Your Business

We take the pain out of analyzing micro data trends. Trendalyze offers 
highly specialized interactive visualizations and search functions to 
pinpoint micro trends in time-series data with just a few clicks. Our 
program unlocks the value of time patterns, helping your company find 
new revenue streams and increase profitability.  

Call us for more information on how we can help your company find, 
monitor and monetize micro trends, making them into new opportuni-
ties for your business. 
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The AML Quagmire

A number of well-respected firms have written papers on AML and the 
promise of AI & ML while also outlining the issues with adoption. We 
have found that these respected organizations tend to agree on the 
promise and problems. At a high level, the problems fall into two catego-
ries, one of cost, and low adoption. We attempt to bring this out and 
offer a solution to the problems that have been identified. 
According to many sources, the cost of AML compliance in Europe is 
$83 Billion. 

The cost for US firms by the size of the firm is illustrated below:
. 

It is estimated that 75% of these cost are associated with labor and the 
remaining 25% on technology. The issue is that labor is continuing to 
take up a disproportionate share of the expense with no end in sight. 
This cost continues to be ongoing expenses as well while technology 
typically has an ROI. We explore some of the issues surrounding this 
AML problem and put forth an alternative to the expensive approach 
taken so far by placing tools in the hands or the regulators and business 
professionals to mitigate some of this cost. 

A November 2017 McKinsey & Company white paper on The New 
Frontier in Anti-Money Laundering observed:

“In recent years, three factors have heightened the risk banks 
face when combating financial crimes. First, the growth in the 
volume of cross-border transactions and greater integration of 
the world’s economies have made banks inherently more 

vulnerable. Second, regulators are continually revising rules as 
their focus expands from organized crime to terrorism. Finally, 
governments have expanded their use of economic sanctions, 
targeting individual countries and even specific entities as part 
of their foreign policies. Banks have responded to these trends 
by investing heavily in people, manual controls (“checkers 
checking the checkers”), and systems addressing point-in-time 
needs. For example, in the United States, anti-money launder-
ing (AML) compliance staff have increased up to tenfold at 
major banks over the past five years or so. 

As McKinsey&Company states, regulatory compliance, additional 
methods of money laundering and new players are putting extreme 
pressure on governments and financial institutions to combat these 
ever-changing methods of hiding illegal activity. In this industry, things 
are moving so quickly that you sometimes can’t catch your breath. We 
end up throwing more people at the problem which ends up being costly 
and ineffective. 

Most Financial Institutions are too busy solving FRB Cease & Desist 
Letters, MRIA (Matters Requiring Immediate Attention), Internal Audit 
Points and additional regulations to take a breath. The reactive vs. 
proactive approach is impeding their ability to embrace newer technol-
ogies.

AI and machine learning hold a lot of promise in helping break this cycle 
but at the same time may be held back due to the lack of knowledge and 
the amount of time it takes to incorporate these solutions into our 
thinking. 

In a recent article from Accenture regarding the Evolving AML Journey 
in Financial Services, they wrote:

“Despite numerous potential applications within the financial 
services sector, specifically within Anti-Money Laundering 
(AML), adoption of AI and ML has been relatively slow. This has 
been, in part, due to the following (1) limited comprehension of 
the application of AI and ML within AML compliance programs; 
(2) the notion of ML being a “black box” where the inner work-
ings are not clearly understood by regulators and compliance 
officers; and (3) the cautious approach taken by regulators 
requiring compliance officers to understand and validate how 
outcomes from AML models are arrived at.

So due to lack of comprehension and a cautious approach regarding AI 
and ML we haven’t been able to advance our solutions and in fact 
continue to fall further behind due to complexity, the volumes of data 
and the increasing sophistication of the criminals. We end up throwing 
more resources at the problem that could be minimized by AI and ML 
approaches.

How can Trendalyze help with these issues?

The first thing you realize is that the design and use of Trendalyze hits 
all three of the issues holding back faster implementations of AI and ML 
in AML projects. The way that Trendalyze functions has ML in it but you 
don’t need to be a data scientist to use it.

We demystify the “BlackBox” aspect of ML. We find and correlate 
sequences and patterns in large amounts of time-series data that 
predict a future outcome. In the case of AML, these outcomes could be 
fraud or other nefarious activities that we want to prevent. Regulators 
easily understand patterns and can validate the meanings of these 
patterns to anyone. We can correlate patterns from multiple data 
sources with scoring so people can understand how close the patterns 
are to the ones that we want to find and take action, thus greatly simpli-
fying the overall process. Watch Scaling the Human Eye video to see 
why the human eye alone can’t do this. 

Accenture uses Transaction Monitoring(TM) as an example of why a 
triage-based system doesn’t solve the problem completely. They wrote: 

“A common TM challenge is the generation of a vast number 
of alerts requiring costly operations teams to triage the alerts. 
With increasing customer numbers and increasing numbers of 
transactions, TM alert volumes have increased significantly at 
financial institutions (FIs). This increase in alerts has resulted in 
an upsurge in the number of personnel required to triage and 
process them. However, in leveraging ML at the alert triage 
stage, alerts can potentially be suppressed, hibernated (set 
aside for later examination) or even, at some time in the future, 
closed automatically.

McKinsey&Company further expands on the triage issue with more 
detail about false positives: 

”90 percent of the alerts generated by rules can be false 
positives, and should be quickly discarded by investigators (but 
often are not). Though rarer, false negatives (or criminal activi-
ty that goes unnoticed) also pose a significant risk to banks. It is 
relatively easy for criminals to understand the linear rules 
currently applied by many banks and then design approaches 
to circumvent them (like smurfing, including the use of dormant 
intermediary accounts before the funds converge into the 
target account).

Trendalyze helps solve this triage problem in several ways: 

First, we limit the number of false positives through an advanced 

method of deep learning and correlations of sequence and pattern 
recognition. 

Second, we not only reduce the number of false positives but also 
improve the overall ability to find more valid cases in suspicious 
activity reports (SARs). The reduction in false positives can greatly 
reduce the cost of personnel expenses associated with the triage 
process. 

Third, in scoring the outcomes, we can also automate the processes 
to take action based on the score. These scores may begin to devi-
ate from what once was, indicating the criminals are adjusting their 
patterns which we can easily adjust to their new patterns.

The Trendalyze solution is described in the below schematic:

 

Adopting Best of Breed Fraud Detection Engines

Most financial institutions are now moving toward “Risk-Based and 
Model-Driven” approaches to centralize and streamline the transaction 
lifecycle to provide a 360-degree view of the customer and transaction. 
These AML Risk-Based approaches must carry the customer risk as the 
transactions and payments travel through transaction filtering and 
transaction monitoring. A lot of the false positives emanate from the 
lack of controls and data governance. The problem continues to become 
more complex as regulations try to close the gap with the criminals.  

Many organizations are moving towards the AML centralization and 

consolidation by the creation of “Fraud Detection Engines” on top of 
centralized models, but they are lacking the AI and ML implementa-
tions. Trendalyze can narrow the gap in that area.

Trendalyze provides end-to-end transaction analytics identifying red 
flags and false-positives early in the life-cycle and thus eliminating the 
need for unnecessary escalations.  

A complete solution for Know Your Transaction (KYT) that can be 
integrated with existing on-boarding KYC processes and integrated 
with workflows for the processing of SARs.

In a recent Harvard Business Review article about The Democratization 
of Data Science by Jonathan Cornelissen he wrote the following: 

“These days every industry is drenched in data, and the orga-
nizations that succeed are those that most quickly make sense 
of their data in order to adapt to what’s coming. The best way 
to enable fast discovery and deeper insights is to disperse data 
science expertise across an organization.

Trendalyze is helping organizations do exactly that. We put tools in the 
hands of business people, business analyst or the citizen data scientist 
that need to analyze data for trends. Trendalyze has application across 
the board but specifically in AML where the stakes are so high. The key 
is to detect patterns that predict future AML outcomes and then moni-
tor them to catch the anomalies early to take corrective action, mitigate 
risk and avoid costly personnel expenditures. 

Know Your Transaction (KYT) for Crypto Currency AML

Criminals are on track to launder more than $1.5 billion via cryptocur-
rency trading in 2018, more than five times as much than as in 2017, 
according to CipherTrace. Authorities in USA and EU are focusing on 
programs to regulate and monitor the industry: FinCEN in the USA and 
AMLD5 in the 28 countries of the European Union. 

Blockchain anonymity makes identity management a significant chal-
lenge, and the majority of wallet and exchange providers have minimal 
KYC procedures.  Cross chain transactions are very hard to monitor 
when combined with techniques such as atomic swaps, zero proof 
protocols, and ring signature protocols. 

Trendalyze has integrated a number of public blockchains for transac-
tion monitoring, correlation, and search.  The searches can span across 
chains to help with detection of fraud originated with structuring tech-
niques such as layering and smurfing. 

Trendalyze monitoring suspicious transactions across multiple wallets and 
exchanges on the Ethereum network

Summary

It takes a lot of different technologies to help solve these issues. The 
quality of data has to be such that we don’t exacerbate the problem 
down the line. Along with the quality, the data elements have to be 
consistent with the AML initiatives and flexible enough to meet future 
challenges such as blockchain networks and cryptocurrency.  Most 
financial organizations have had a KYC ongoing project that can be, or 
already has been, brought into the AML strategy. AI an ML hold a lot of 
promise but with the problems described by McKinsey and Accenture 
above. 

At Trendalyze we believe we have a small but significant part of the 
overall solution to place tools in the hands of the business users and 
regulators, therefore, streamlining the process and avoiding the need 
for a ten fold increase in personnel identified by Accenture above. 
Please see our AML Video for introduction into our AML approach. 

We invite you to connect with Trendalyze to set up a collaborative 
session to mutually determine whether there is a good fit between our 
technology and your AML strategy. These sessions usually takes no 
more than an hour with 15 minutes of prep time to answer a few ques-
tions regarding where you are in your AML journey and to identify the 
gap that you want to close. 



Putting Micro Trend Analysis into the Right Hands

In the past 5 years, the Business Intelligence (BI) market has moved away 
from the IT organization to the business side, taking advantage of business 
analytics used by business analysts, who not only know the tools but also 
better understand the business drivers. Business analytics tools have taken 
over, along with visualization tools or data discovery. These new approach-
es to business analytics have yielded great adoption and better outcomes 
but still need to go a lot farther. 

The same changeover has happened to the BPM (Business Process Man-
agement) vendors that transformed to low-code products and now provide 
the citizen data scientist with the capability to assemble process improve-
ments with minimal help from the IT organization. 

The Predictive Analytics Lag

So why has predictive analytics lagged behind, as can be observed by the 
creation of the data scientist position? One could argue that the data 
scientist position was created due to the exponential amount of data today. 
However, big data is only part of the reason. 

The other part is the need for highly skilled people that understand statis-
tics, modeling, data management and how to bring a variety of data types 
together to gain a competitive advantage. What if we could make the same 
leap in predictive analytics that we made in BPM and BI. We could do this 
by giving LOB the capability to use tools that allow them to identify anoma-
lies or micro-trends and take corrective action to drive better outcomes 
without the need for a data scientist. 

The Trendalyze Solution

Trendalyze is built to solve this problem. The platform is built to operate 
like Google but instead of searching for words, we search for shapes 
(patterns, sequences, motifs) in time series data. Google can find similar 
web pages within trillions of web pages. We can pull similar patterns from 
billions of trend lines. If you spot a single pattern, you can pull all similar 
patterns together for analysis. It’s easy for business analysts and engineers 
to spot a costly or profitable trend. It’s hard for them to find each and every 
occurrence of this trend. This is what we make easy with Trendanalyze.

IoT data mostly consists of three things: time, dimensions and measures. In 
other words, IoT data is time-series data. Granted this is not always the 
case, but this is true more often than not.  Another thing to consider is that 
a lot of data is or can be converted to time-series data. For example, medical 
data such as EKG measurements, streaming audio or video, point of sale 
data, financial trades, etc. are all forms of data that either are or can be 
converted to time-series data. What data do you have in your industry that 
fits this definition? 

The Problem with Current Data Analyzing Trends
 

What is it about time-series data that becomes very interesting? Simple, it 
can be graphed very easily across time, dimensions and measures. We have 
been doing this for years--the data is compiled into a graphical presenta-
tion called a line chart, which shows trends occurring over time. 

The difficulty now is the sheer volume of data that is generated, and the 
difficulty in finding micro-trends within the data, that when found and 
understood, predict future outcomes. The needle in the haystack comes to 
mind or nowadays, the needle in the haystack field. The way we’ve been 
identifying these patterns has been through an expensive and time-con-
suming modeling process, which often doesn't provide the results and 
accuracy we need. This has led to projects being abandoned due to high 
costs and time delays. 

Move Some of the Data to Other LOBs

What if we could take time-series data off the table for the data scientist 
and give them more time to focus on other types of data. Then we could 
place the tools in the hands of engineers in Manufacturing, a financial 
analyst in Finance or the marketing organization in most companies. All of 
these LOBs and many others have people who are highly skilled in analyt-
ics and statistics. They have computer skills as a natural part of their job 
function. Engineers use CAD, financial analysts use forecasting models, 
etc...

Take manufacturing as an example. Engineers design many things, but in 
this example let’s take a look HVAC equipment for large buildings. The 
engineers design the layout of the equipment based on factors such as 
number of floors, square footage, the height of the ceiling, type of 
windows, building use and so many other factors. 

These engineers are well versed in statistics and mathematics, as these are 
required for their profession. They are also the same people that develop 
and test the equipment and understand the anomalies that are associated 
with the testing outcomes. If you put the tools for predictive analytics in 

their hands, they are completely capable of using the tools and under-
standing very quickly when equipment abnormalities happen because they 
are the SME. 

They can also design the equipment to cast off information from sensors 
that can be monitored to help prolong the life of the equipment, reduce 
energy consumption, predict equipment malfunctions and help with 
condition-based maintenance. If you provide these engineers with the 
right type of tools to analyze information from their HVAC equipment (in 
this case), that is easy enough to use. However, the powerful benefit comes 
from the ability to identify trends in the granular data that predict future 
outcomes; thus, you create tremendous value by putting the tools directly 
into the hands of the person who can best understand the data produced.
 

An Example of Micro Trends Analysis at Work

Let’s take one example in our HVAC discussion above, conditioned 
based maintenance. For simplicity let’s assume that there are six met-
rics that predict an optimal timeframe for maintenance to avoid equip-
ment failure. These metrics are not singular in their ability to predict but 
have to be correlated to do so. In this example, we are going to use 
motor temperature (MT), airflow, humidity, motor run time (MRT) inside 
and outside temperatures. 

Here is what our hypothetical might look like in Trendalyze:

 
In this simplistic example, all these dimensions affect the ability to 
predict maintenance cycles. For instance, a motor run time when com-
pared to inside temperature may predict a coolant or compressor issue. 
Restricted airflow might impact humidity and could be a predictor of 
ventilation issues, malfunctions in damper performance or humidifier 
issues. 

Each of these metrics taken independently only indicates a problem but 
taken together they may help pinpoint the exact problem that needs to 
be addressed. For example, a singular spike in motor temperature may 
not indicate anything, but continuous spikes followed by reduced 

airflow and a decrease in humidity might indicate a damper problem, 
due to the motor working harder to get cool humid air to a location in 
the building that is being restricted. 

In this example Machine Temperature is running higher, Humidity in the 
first floor is decreasing and Machine Run Time is increasing. The Out-
side Temperature has minimal impact and the Inside Temperature is 
increasing. 

There are some conclusions and actions, in this hypothetical example, 
which can take place that create real value for the company. For our 
sakes, we are going to go with the notion that the analysis indicates a 
damper problem. 

From a Maintenance perspective, this could predict the need for main-
tenance to be scheduled. However, the value could be even greater if 
based on this knowledge you knew what parts are needed for mainte-
nance repair. In this case, we believe it is a damper issue. 
Cost is reduced for the maintenance call because the problem that 
needs to be fixed is narrowed down to a specific point based on informa-
tion provided by Trendalyze and the proper materials can be loaded on 
the response vehicle to reduce the need for rescheduling the appoint-
ment.

Saving Money with Micro Trend Analysis

In our HVAC example let’s make these assumptions: 

•  The company has 10,000 clients and a maintenance call costs 
$1,000 per call. 
•  If 10% of your clients have an issue that requires a mainte-
nance call, then that is $10 million in costs. 

The results: If 20% of these maintenance calls can’t be resolved due to 
insufficient diagnostics, we have now wasted $2 million in unresolved 
responses and created another $2 million in costs for a follow-up call. 
The $4 million represents the best-case savings scenario but gives an 
organization a tremendous opportunity for savings, especially when 
this type of situation is re-occurring year after year. 

This is a relatively simple example, but let’s consider the possible 
added complications. What if this was a 10-story building? Then we 
would have ten times the metrics, and for a fifty-story building 50 
times the metrics. 

In our example, we only had 6 metrics with measurements taken at 10 
minute intervals. What if there were 30 sensors taking measurements 
at 2 second intervals. And finally, what if the predictions have to be in 
order? In other words, metrics 1, 2, 3, etc. have to become abnormal in 
a certain sequential order. Sounds like a permutation. 

While this can be figured out in today’s environment of detailed 
analytics, it is far easier to find order in patterns than in the midst of a 
large volume of granular data. You need a data scientist for the latter, 
and Trendalyze for the former.

Trendalyze Can Help Your Business

We take the pain out of analyzing micro data trends. Trendalyze offers 
highly specialized interactive visualizations and search functions to 
pinpoint micro trends in time-series data with just a few clicks. Our 
program unlocks the value of time patterns, helping your company find 
new revenue streams and increase profitability.  

Call us for more information on how we can help your company find, 
monitor and monetize micro trends, making them into new opportuni-
ties for your business. 
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The AML Quagmire

A number of well-respected firms have written papers on AML and the 
promise of AI & ML while also outlining the issues with adoption. We 
have found that these respected organizations tend to agree on the 
promise and problems. At a high level, the problems fall into two catego-
ries, one of cost, and low adoption. We attempt to bring this out and 
offer a solution to the problems that have been identified. 
According to many sources, the cost of AML compliance in Europe is 
$83 Billion. 

The cost for US firms by the size of the firm is illustrated below:
. 

It is estimated that 75% of these cost are associated with labor and the 
remaining 25% on technology. The issue is that labor is continuing to 
take up a disproportionate share of the expense with no end in sight. 
This cost continues to be ongoing expenses as well while technology 
typically has an ROI. We explore some of the issues surrounding this 
AML problem and put forth an alternative to the expensive approach 
taken so far by placing tools in the hands or the regulators and business 
professionals to mitigate some of this cost. 

A November 2017 McKinsey & Company white paper on The New 
Frontier in Anti-Money Laundering observed:

“In recent years, three factors have heightened the risk banks 
face when combating financial crimes. First, the growth in the 
volume of cross-border transactions and greater integration of 
the world’s economies have made banks inherently more 

vulnerable. Second, regulators are continually revising rules as 
their focus expands from organized crime to terrorism. Finally, 
governments have expanded their use of economic sanctions, 
targeting individual countries and even specific entities as part 
of their foreign policies. Banks have responded to these trends 
by investing heavily in people, manual controls (“checkers 
checking the checkers”), and systems addressing point-in-time 
needs. For example, in the United States, anti-money launder-
ing (AML) compliance staff have increased up to tenfold at 
major banks over the past five years or so. 

As McKinsey&Company states, regulatory compliance, additional 
methods of money laundering and new players are putting extreme 
pressure on governments and financial institutions to combat these 
ever-changing methods of hiding illegal activity. In this industry, things 
are moving so quickly that you sometimes can’t catch your breath. We 
end up throwing more people at the problem which ends up being costly 
and ineffective. 

Most Financial Institutions are too busy solving FRB Cease & Desist 
Letters, MRIA (Matters Requiring Immediate Attention), Internal Audit 
Points and additional regulations to take a breath. The reactive vs. 
proactive approach is impeding their ability to embrace newer technol-
ogies.

AI and machine learning hold a lot of promise in helping break this cycle 
but at the same time may be held back due to the lack of knowledge and 
the amount of time it takes to incorporate these solutions into our 
thinking. 

In a recent article from Accenture regarding the Evolving AML Journey 
in Financial Services, they wrote:

“Despite numerous potential applications within the financial 
services sector, specifically within Anti-Money Laundering 
(AML), adoption of AI and ML has been relatively slow. This has 
been, in part, due to the following (1) limited comprehension of 
the application of AI and ML within AML compliance programs; 
(2) the notion of ML being a “black box” where the inner work-
ings are not clearly understood by regulators and compliance 
officers; and (3) the cautious approach taken by regulators 
requiring compliance officers to understand and validate how 
outcomes from AML models are arrived at.

So due to lack of comprehension and a cautious approach regarding AI 
and ML we haven’t been able to advance our solutions and in fact 
continue to fall further behind due to complexity, the volumes of data 
and the increasing sophistication of the criminals. We end up throwing 
more resources at the problem that could be minimized by AI and ML 
approaches.

How can Trendalyze help with these issues?

The first thing you realize is that the design and use of Trendalyze hits 
all three of the issues holding back faster implementations of AI and ML 
in AML projects. The way that Trendalyze functions has ML in it but you 
don’t need to be a data scientist to use it.

We demystify the “BlackBox” aspect of ML. We find and correlate 
sequences and patterns in large amounts of time-series data that 
predict a future outcome. In the case of AML, these outcomes could be 
fraud or other nefarious activities that we want to prevent. Regulators 
easily understand patterns and can validate the meanings of these 
patterns to anyone. We can correlate patterns from multiple data 
sources with scoring so people can understand how close the patterns 
are to the ones that we want to find and take action, thus greatly 
simpli-fying the overall process. Watch Scaling the Human Eye video to 
see why the human eye alone can’t do this. 

Accenture uses Transaction Monitoring(TM) as an example of why a 
triage-based system doesn’t solve the problem completely. They wrote: 

“A common TM challenge is the generation of a vast number 
of alerts requiring costly operations teams to triage the alerts. 
With increasing customer numbers and increasing numbers of 
transactions, TM alert volumes have increased significantly at 
financial institutions (FIs). This increase in alerts has resulted in 
an upsurge in the number of personnel required to triage and 
process them. However, in leveraging ML at the alert triage 
stage, alerts can potentially be suppressed, hibernated (set 
aside for later examination) or even, at some time in the future, 
closed automatically.

McKinsey&Company further expands on the triage issue with more 
detail about false positives: 

”90 percent of the alerts generated by rules can be false 
positives, and should be quickly discarded by investigators (but 
often are not). Though rarer, false negatives (or criminal activi-
ty that goes unnoticed) also pose a significant risk to banks. It is 
relatively easy for criminals to understand the linear rules 
currently applied by many banks and then design approaches 
to circumvent them (like smurfing, including the use of dormant 
intermediary accounts before the funds converge into the 
target account).

Trendalyze helps solve this triage problem in several ways: 

First, we limit the number of false positives through an advanced 

method of deep learning and correlations of sequence and pattern 
recognition. 

Second, we not only reduce the number of false positives but also 
improve the overall ability to find more valid cases in suspicious 
activity reports (SARs). The reduction in false positives can greatly 
reduce the cost of personnel expenses associated with the triage 
process. 

Third, in scoring the outcomes, we can also automate the processes 
to take action based on the score. These scores may begin to devi-
ate from what once was, indicating the criminals are adjusting their 
patterns which we can easily adjust to their new patterns.

The Trendalyze solution is described in the below schematic:

Adopting Best of Breed Fraud Detection Engines

Most financial institutions are now moving toward “Risk-Based and 
Model-Driven” approaches to centralize and streamline the transaction 
lifecycle to provide a 360-degree view of the customer and transaction. 
These AML Risk-Based approaches must carry the customer risk as the 
transactions and payments travel through transaction filtering and 
transaction monitoring. A lot of the false positives emanate from the 
lack of controls and data governance. The problem continues to become 
more complex as regulations try to close the gap with the criminals.  

Many organizations are moving towards the AML centralization and 

consolidation by the creation of “Fraud Detection Engines” on top of 
centralized models, but they are lacking the AI and ML implementa-
tions. Trendalyze can narrow the gap in that area.

Trendalyze provides end-to-end transaction analytics identifying red 
flags and false-positives early in the life-cycle and thus eliminating the 
need for unnecessary escalations.  

A complete solution for Know Your Transaction (KYT) that can be 
integrated with existing on-boarding KYC processes and integrated 
with workflows for the processing of SARs.

In a recent Harvard Business Review article about The Democratization 
of Data Science by Jonathan Cornelissen he wrote the following: 

“These days every industry is drenched in data, and the orga-
nizations that succeed are those that most quickly make sense 
of their data in order to adapt to what’s coming. The best way 
to enable fast discovery and deeper insights is to disperse data 
science expertise across an organization.

Trendalyze is helping organizations do exactly that. We put tools in the 
hands of business people, business analyst or the citizen data scientist 
that need to analyze data for trends. Trendalyze has application across 
the board but specifically in AML where the stakes are so high. The key 
is to detect patterns that predict future AML outcomes and then moni-
tor them to catch the anomalies early to take corrective action, mitigate 
risk and avoid costly personnel expenditures. 

Know Your Transaction (KYT) for Crypto Currency AML

Criminals are on track to launder more than $1.5 billion via cryptocur-
rency trading in 2018, more than five times as much than as in 2017, 
according to CipherTrace. Authorities in USA and EU are focusing on 
programs to regulate and monitor the industry: FinCEN in the USA and 
AMLD5 in the 28 countries of the European Union. 

Blockchain anonymity makes identity management a significant chal-
lenge, and the majority of wallet and exchange providers have minimal 
KYC procedures.  Cross chain transactions are very hard to monitor 
when combined with techniques such as atomic swaps, zero proof 
protocols, and ring signature protocols. 

Trendalyze has integrated a number of public blockchains for transac-
tion monitoring, correlation, and search.  The searches can span across 
chains to help with detection of fraud originated with structuring tech-
niques such as layering and smurfing. 

Trendalyze monitoring suspicious transactions across multiple wallets and 
exchanges on the Ethereum network

Summary

It takes a lot of different technologies to help solve these issues. The 
quality of data has to be such that we don’t exacerbate the problem 
down the line. Along with the quality, the data elements have to be 
consistent with the AML initiatives and flexible enough to meet future 
challenges such as blockchain networks and cryptocurrency.  Most 
financial organizations have had a KYC ongoing project that can be, or 
already has been, brought into the AML strategy. AI an ML hold a lot of 
promise but with the problems described by McKinsey and Accenture 
above. 

At Trendalyze we believe we have a small but significant part of the 
overall solution to place tools in the hands of the business users and 
regulators, therefore, streamlining the process and avoiding the need 
for a ten fold increase in personnel identified by Accenture above. 
Please see our AML Video for introduction into our AML approach. 

We invite you to connect with Trendalyze to set up a collaborative 
session to mutually determine whether there is a good fit between our 
technology and your AML strategy. These sessions usually takes no 
more than an hour with 15 minutes of prep time to answer a few ques-
tions regarding where you are in your AML journey and to identify the 
gap that you want to close. 

https://trendalyze.com/resources/video/scaling-the-human-eye/


Putting Micro Trend Analysis into the Right Hands

In the past 5 years, the Business Intelligence (BI) market has moved away 
from the IT organization to the business side, taking advantage of business 
analytics used by business analysts, who not only know the tools but also 
better understand the business drivers. Business analytics tools have taken 
over, along with visualization tools or data discovery. These new approach-
es to business analytics have yielded great adoption and better outcomes 
but still need to go a lot farther. 

The same changeover has happened to the BPM (Business Process Man-
agement) vendors that transformed to low-code products and now provide 
the citizen data scientist with the capability to assemble process improve-
ments with minimal help from the IT organization. 

The Predictive Analytics Lag

So why has predictive analytics lagged behind, as can be observed by the 
creation of the data scientist position? One could argue that the data 
scientist position was created due to the exponential amount of data today. 
However, big data is only part of the reason. 

The other part is the need for highly skilled people that understand statis-
tics, modeling, data management and how to bring a variety of data types 
together to gain a competitive advantage. What if we could make the same 
leap in predictive analytics that we made in BPM and BI. We could do this 
by giving LOB the capability to use tools that allow them to identify anoma-
lies or micro-trends and take corrective action to drive better outcomes 
without the need for a data scientist. 

The Trendalyze Solution

Trendalyze is built to solve this problem. The platform is built to operate 
like Google but instead of searching for words, we search for shapes 
(patterns, sequences, motifs) in time series data. Google can find similar 
web pages within trillions of web pages. We can pull similar patterns from 
billions of trend lines. If you spot a single pattern, you can pull all similar 
patterns together for analysis. It’s easy for business analysts and engineers 
to spot a costly or profitable trend. It’s hard for them to find each and every 
occurrence of this trend. This is what we make easy with Trendanalyze.

IoT data mostly consists of three things: time, dimensions and measures. In 
other words, IoT data is time-series data. Granted this is not always the 
case, but this is true more often than not.  Another thing to consider is that 
a lot of data is or can be converted to time-series data. For example, medical 
data such as EKG measurements, streaming audio or video, point of sale 
data, financial trades, etc. are all forms of data that either are or can be 
converted to time-series data. What data do you have in your industry that 
fits this definition? 

The Problem with Current Data Analyzing Trends
 

What is it about time-series data that becomes very interesting? Simple, it 
can be graphed very easily across time, dimensions and measures. We have 
been doing this for years--the data is compiled into a graphical presenta-
tion called a line chart, which shows trends occurring over time. 

The difficulty now is the sheer volume of data that is generated, and the 
difficulty in finding micro-trends within the data, that when found and 
understood, predict future outcomes. The needle in the haystack comes to 
mind or nowadays, the needle in the haystack field. The way we’ve been 
identifying these patterns has been through an expensive and time-con-
suming modeling process, which often doesn't provide the results and 
accuracy we need. This has led to projects being abandoned due to high 
costs and time delays. 

Move Some of the Data to Other LOBs

What if we could take time-series data off the table for the data scientist 
and give them more time to focus on other types of data. Then we could 
place the tools in the hands of engineers in Manufacturing, a financial 
analyst in Finance or the marketing organization in most companies. All of 
these LOBs and many others have people who are highly skilled in analyt-
ics and statistics. They have computer skills as a natural part of their job 
function. Engineers use CAD, financial analysts use forecasting models, 
etc...

Take manufacturing as an example. Engineers design many things, but in 
this example let’s take a look HVAC equipment for large buildings. The 
engineers design the layout of the equipment based on factors such as 
number of floors, square footage, the height of the ceiling, type of 
windows, building use and so many other factors. 

These engineers are well versed in statistics and mathematics, as these are 
required for their profession. They are also the same people that develop 
and test the equipment and understand the anomalies that are associated 
with the testing outcomes. If you put the tools for predictive analytics in 

their hands, they are completely capable of using the tools and under-
standing very quickly when equipment abnormalities happen because they 
are the SME. 

They can also design the equipment to cast off information from sensors 
that can be monitored to help prolong the life of the equipment, reduce 
energy consumption, predict equipment malfunctions and help with 
condition-based maintenance. If you provide these engineers with the 
right type of tools to analyze information from their HVAC equipment (in 
this case), that is easy enough to use. However, the powerful benefit comes 
from the ability to identify trends in the granular data that predict future 
outcomes; thus, you create tremendous value by putting the tools directly 
into the hands of the person who can best understand the data produced.
 

An Example of Micro Trends Analysis at Work

Let’s take one example in our HVAC discussion above, conditioned 
based maintenance. For simplicity let’s assume that there are six met-
rics that predict an optimal timeframe for maintenance to avoid equip-
ment failure. These metrics are not singular in their ability to predict but 
have to be correlated to do so. In this example, we are going to use 
motor temperature (MT), airflow, humidity, motor run time (MRT) inside 
and outside temperatures. 

Here is what our hypothetical might look like in Trendalyze:

 
In this simplistic example, all these dimensions affect the ability to 
predict maintenance cycles. For instance, a motor run time when com-
pared to inside temperature may predict a coolant or compressor issue. 
Restricted airflow might impact humidity and could be a predictor of 
ventilation issues, malfunctions in damper performance or humidifier 
issues. 

Each of these metrics taken independently only indicates a problem but 
taken together they may help pinpoint the exact problem that needs to 
be addressed. For example, a singular spike in motor temperature may 
not indicate anything, but continuous spikes followed by reduced 

airflow and a decrease in humidity might indicate a damper problem, 
due to the motor working harder to get cool humid air to a location in 
the building that is being restricted. 

In this example Machine Temperature is running higher, Humidity in the 
first floor is decreasing and Machine Run Time is increasing. The Out-
side Temperature has minimal impact and the Inside Temperature is 
increasing. 

There are some conclusions and actions, in this hypothetical example, 
which can take place that create real value for the company. For our 
sakes, we are going to go with the notion that the analysis indicates a 
damper problem. 

From a Maintenance perspective, this could predict the need for main-
tenance to be scheduled. However, the value could be even greater if 
based on this knowledge you knew what parts are needed for mainte-
nance repair. In this case, we believe it is a damper issue. 
Cost is reduced for the maintenance call because the problem that 
needs to be fixed is narrowed down to a specific point based on informa-
tion provided by Trendalyze and the proper materials can be loaded on 
the response vehicle to reduce the need for rescheduling the appoint-
ment.

Saving Money with Micro Trend Analysis

In our HVAC example let’s make these assumptions: 

•  The company has 10,000 clients and a maintenance call costs 
$1,000 per call. 
•  If 10% of your clients have an issue that requires a mainte-
nance call, then that is $10 million in costs. 

The results: If 20% of these maintenance calls can’t be resolved due to 
insufficient diagnostics, we have now wasted $2 million in unresolved 
responses and created another $2 million in costs for a follow-up call. 
The $4 million represents the best-case savings scenario but gives an 
organization a tremendous opportunity for savings, especially when 
this type of situation is re-occurring year after year. 

This is a relatively simple example, but let’s consider the possible 
added complications. What if this was a 10-story building? Then we 
would have ten times the metrics, and for a fifty-story building 50 
times the metrics. 

In our example, we only had 6 metrics with measurements taken at 10 
minute intervals. What if there were 30 sensors taking measurements 
at 2 second intervals. And finally, what if the predictions have to be in 
order? In other words, metrics 1, 2, 3, etc. have to become abnormal in 
a certain sequential order. Sounds like a permutation. 

While this can be figured out in today’s environment of detailed 
analytics, it is far easier to find order in patterns than in the midst of a 
large volume of granular data. You need a data scientist for the latter, 
and Trendalyze for the former.

Trendalyze Can Help Your Business

We take the pain out of analyzing micro data trends. Trendalyze offers 
highly specialized interactive visualizations and search functions to 
pinpoint micro trends in time-series data with just a few clicks. Our 
program unlocks the value of time patterns, helping your company find 
new revenue streams and increase profitability.  

Call us for more information on how we can help your company find, 
monitor and monetize micro trends, making them into new opportuni-
ties for your business. 
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The AML Quagmire

A number of well-respected firms have written papers on AML and the 
promise of AI & ML while also outlining the issues with adoption. We 
have found that these respected organizations tend to agree on the 
promise and problems. At a high level, the problems fall into two catego-
ries, one of cost, and low adoption. We attempt to bring this out and 
offer a solution to the problems that have been identified. 
According to many sources, the cost of AML compliance in Europe is 
$83 Billion. 

The cost for US firms by the size of the firm is illustrated below:
. 

It is estimated that 75% of these cost are associated with labor and the 
remaining 25% on technology. The issue is that labor is continuing to 
take up a disproportionate share of the expense with no end in sight. 
This cost continues to be ongoing expenses as well while technology 
typically has an ROI. We explore some of the issues surrounding this 
AML problem and put forth an alternative to the expensive approach 
taken so far by placing tools in the hands or the regulators and business 
professionals to mitigate some of this cost. 

A November 2017 McKinsey & Company white paper on The New 
Frontier in Anti-Money Laundering observed:

“In recent years, three factors have heightened the risk banks 
face when combating financial crimes. First, the growth in the 
volume of cross-border transactions and greater integration of 
the world’s economies have made banks inherently more 

vulnerable. Second, regulators are continually revising rules as 
their focus expands from organized crime to terrorism. Finally, 
governments have expanded their use of economic sanctions, 
targeting individual countries and even specific entities as part 
of their foreign policies. Banks have responded to these trends 
by investing heavily in people, manual controls (“checkers 
checking the checkers”), and systems addressing point-in-time 
needs. For example, in the United States, anti-money launder-
ing (AML) compliance staff have increased up to tenfold at 
major banks over the past five years or so. 

As McKinsey&Company states, regulatory compliance, additional 
methods of money laundering and new players are putting extreme 
pressure on governments and financial institutions to combat these 
ever-changing methods of hiding illegal activity. In this industry, things 
are moving so quickly that you sometimes can’t catch your breath. We 
end up throwing more people at the problem which ends up being costly 
and ineffective. 

Most Financial Institutions are too busy solving FRB Cease & Desist 
Letters, MRIA (Matters Requiring Immediate Attention), Internal Audit 
Points and additional regulations to take a breath. The reactive vs. 
proactive approach is impeding their ability to embrace newer technol-
ogies.

AI and machine learning hold a lot of promise in helping break this cycle 
but at the same time may be held back due to the lack of knowledge and 
the amount of time it takes to incorporate these solutions into our 
thinking. 

In a recent article from Accenture regarding the Evolving AML Journey 
in Financial Services, they wrote:

“Despite numerous potential applications within the financial 
services sector, specifically within Anti-Money Laundering 
(AML), adoption of AI and ML has been relatively slow. This has 
been, in part, due to the following (1) limited comprehension of 
the application of AI and ML within AML compliance programs; 
(2) the notion of ML being a “black box” where the inner work-
ings are not clearly understood by regulators and compliance 
officers; and (3) the cautious approach taken by regulators 
requiring compliance officers to understand and validate how 
outcomes from AML models are arrived at.

So due to lack of comprehension and a cautious approach regarding AI 
and ML we haven’t been able to advance our solutions and in fact 
continue to fall further behind due to complexity, the volumes of data 
and the increasing sophistication of the criminals. We end up throwing 
more resources at the problem that could be minimized by AI and ML 
approaches.

How can Trendalyze help with these issues?

The first thing you realize is that the design and use of Trendalyze hits 
all three of the issues holding back faster implementations of AI and ML 
in AML projects. The way that Trendalyze functions has ML in it but you 
don’t need to be a data scientist to use it.

We demystify the “BlackBox” aspect of ML. We find and correlate 
sequences and patterns in large amounts of time-series data that 
predict a future outcome. In the case of AML, these outcomes could be 
fraud or other nefarious activities that we want to prevent. Regulators 
easily understand patterns and can validate the meanings of these 
patterns to anyone. We can correlate patterns from multiple data 
sources with scoring so people can understand how close the patterns 
are to the ones that we want to find and take action, thus greatly simpli-
fying the overall process. Watch Scaling the Human Eye video to see 
why the human eye alone can’t do this. 

Accenture uses Transaction Monitoring(TM) as an example of why a 
triage-based system doesn’t solve the problem completely. They wrote: 

“A common TM challenge is the generation of a vast number 
of alerts requiring costly operations teams to triage the alerts. 
With increasing customer numbers and increasing numbers of 
transactions, TM alert volumes have increased significantly at 
financial institutions (FIs). This increase in alerts has resulted in 
an upsurge in the number of personnel required to triage and 
process them. However, in leveraging ML at the alert triage 
stage, alerts can potentially be suppressed, hibernated (set 
aside for later examination) or even, at some time in the future, 
closed automatically.

McKinsey&Company further expands on the triage issue with more 
detail about false positives: 

”90 percent of the alerts generated by rules can be false 
positives, and should be quickly discarded by investigators (but 
often are not). Though rarer, false negatives (or criminal activi-
ty that goes unnoticed) also pose a significant risk to banks. It is 
relatively easy for criminals to understand the linear rules 
currently applied by many banks and then design approaches 
to circumvent them (like smurfing, including the use of dormant 
intermediary accounts before the funds converge into the 
target account).

Trendalyze helps solve this triage problem in several ways: 

First, we limit the number of false positives through an advanced 

method of deep learning and correlations of sequence and pattern 
recognition. 

Second, we not only reduce the number of false positives but also 
improve the overall ability to find more valid cases in suspicious 
activity reports (SARs). The reduction in false positives can greatly 
reduce the cost of personnel expenses associated with the triage 
process. 

Third, in scoring the outcomes, we can also automate the processes 
to take action based on the score. These scores may begin to devi-
ate from what once was, indicating the criminals are adjusting their 
patterns which we can easily adjust to their new patterns.

The Trendalyze solution is described in the below schematic:

 

Adopting Best of Breed Fraud Detection Engines

Most financial institutions are now moving toward “Risk-Based and 
Model-Driven” approaches to centralize and streamline the transaction 
lifecycle to provide a 360-degree view of the customer and transaction. 
These AML Risk-Based approaches must carry the customer risk as the 
transactions and payments travel through transaction filtering and 
transaction monitoring. A lot of the false positives emanate from the 
lack of controls and data governance. The problem continues to become 
more complex as regulations try to close the gap with the criminals.  

Many organizations are moving towards the AML centralization and 

consolidation by the creation of “Fraud Detection Engines” on top of 
centralized models, but they are lacking the AI and ML implementa-
tions. Trendalyze can narrow the gap in that area.

Trendalyze provides end-to-end transaction analytics identifying red 
flags and false-positives early in the life-cycle and thus eliminating the 
need for unnecessary escalations.  

A complete solution for Know Your Transaction (KYT) that can be 
integrated with existing on-boarding KYC processes and integrated 
with workflows for the processing of SARs.

In a recent Harvard Business Review article about The Democratization 
of Data Science by Jonathan Cornelissen he wrote the following: 

“These days every industry is drenched in data, and the orga-
nizations that succeed are those that most quickly make sense 
of their data in order to adapt to what’s coming. The best way 
to enable fast discovery and deeper insights is to disperse data 
science expertise across an organization.

Trendalyze is helping organizations do exactly that. We put tools in the 
hands of business people, business analyst or the citizen data scientist 
that need to analyze data for trends. Trendalyze has application across 
the board but specifically in AML where the stakes are so high. The key 
is to detect patterns that predict future AML outcomes and then moni-
tor them to catch the anomalies early to take corrective action, mitigate 
risk and avoid costly personnel expenditures. 

Know Your Transaction (KYT) for Crypto Currency AML

Criminals are on track to launder more than $1.5 billion via cryptocur-
rency trading in 2018, more than five times as much than as in 2017, 
according to CipherTrace. Authorities in USA and EU are focusing on 
programs to regulate and monitor the industry: FinCEN in the USA and 
AMLD5 in the 28 countries of the European Union. 

Blockchain anonymity makes identity management a significant chal-
lenge, and the majority of wallet and exchange providers have minimal 
KYC procedures.  Cross chain transactions are very hard to monitor 
when combined with techniques such as atomic swaps, zero proof 
protocols, and ring signature protocols. 

Trendalyze has integrated a number of public blockchains for transac-
tion monitoring, correlation, and search.  The searches can span across 
chains to help with detection of fraud originated with structuring tech-
niques such as layering and smurfing. 

Trendalyze monitoring suspicious transactions across multiple wallets and 
exchanges on the Ethereum network

Summary

It takes a lot of different technologies to help solve these issues. The 
quality of data has to be such that we don’t exacerbate the problem 
down the line. Along with the quality, the data elements have to be 
consistent with the AML initiatives and flexible enough to meet future 
challenges such as blockchain networks and cryptocurrency.  Most 
financial organizations have had a KYC ongoing project that can be, or 
already has been, brought into the AML strategy. AI an ML hold a lot of 
promise but with the problems described by McKinsey and Accenture 
above. 

At Trendalyze we believe we have a small but significant part of the 
overall solution to place tools in the hands of the business users and 
regulators, therefore, streamlining the process and avoiding the need 
for a ten fold increase in personnel identified by Accenture above. 
Please see our AML Video for introduction into our AML approach. 

We invite you to connect with Trendalyze to set up a collaborative 
session to mutually determine whether there is a good fit between our 
technology and your AML strategy. These sessions usually takes no 
more than an hour with 15 minutes of prep time to answer a few ques-
tions regarding where you are in your AML journey and to identify the 
gap that you want to close. 



Putting Micro Trend Analysis into the Right Hands

In the past 5 years, the Business Intelligence (BI) market has moved away 
from the IT organization to the business side, taking advantage of business 
analytics used by business analysts, who not only know the tools but also 
better understand the business drivers. Business analytics tools have taken 
over, along with visualization tools or data discovery. These new approach-
es to business analytics have yielded great adoption and better outcomes 
but still need to go a lot farther. 

The same changeover has happened to the BPM (Business Process Man-
agement) vendors that transformed to low-code products and now provide 
the citizen data scientist with the capability to assemble process improve-
ments with minimal help from the IT organization. 

The Predictive Analytics Lag

So why has predictive analytics lagged behind, as can be observed by the 
creation of the data scientist position? One could argue that the data 
scientist position was created due to the exponential amount of data today. 
However, big data is only part of the reason. 

The other part is the need for highly skilled people that understand statis-
tics, modeling, data management and how to bring a variety of data types 
together to gain a competitive advantage. What if we could make the same 
leap in predictive analytics that we made in BPM and BI. We could do this 
by giving LOB the capability to use tools that allow them to identify anoma-
lies or micro-trends and take corrective action to drive better outcomes 
without the need for a data scientist. 

The Trendalyze Solution

Trendalyze is built to solve this problem. The platform is built to operate 
like Google but instead of searching for words, we search for shapes 
(patterns, sequences, motifs) in time series data. Google can find similar 
web pages within trillions of web pages. We can pull similar patterns from 
billions of trend lines. If you spot a single pattern, you can pull all similar 
patterns together for analysis. It’s easy for business analysts and engineers 
to spot a costly or profitable trend. It’s hard for them to find each and every 
occurrence of this trend. This is what we make easy with Trendanalyze.

IoT data mostly consists of three things: time, dimensions and measures. In 
other words, IoT data is time-series data. Granted this is not always the 
case, but this is true more often than not.  Another thing to consider is that 
a lot of data is or can be converted to time-series data. For example, medical 
data such as EKG measurements, streaming audio or video, point of sale 
data, financial trades, etc. are all forms of data that either are or can be 
converted to time-series data. What data do you have in your industry that 
fits this definition? 

The Problem with Current Data Analyzing Trends
 

What is it about time-series data that becomes very interesting? Simple, it 
can be graphed very easily across time, dimensions and measures. We have 
been doing this for years--the data is compiled into a graphical presenta-
tion called a line chart, which shows trends occurring over time. 

The difficulty now is the sheer volume of data that is generated, and the 
difficulty in finding micro-trends within the data, that when found and 
understood, predict future outcomes. The needle in the haystack comes to 
mind or nowadays, the needle in the haystack field. The way we’ve been 
identifying these patterns has been through an expensive and time-con-
suming modeling process, which often doesn't provide the results and 
accuracy we need. This has led to projects being abandoned due to high 
costs and time delays. 

Move Some of the Data to Other LOBs

What if we could take time-series data off the table for the data scientist 
and give them more time to focus on other types of data. Then we could 
place the tools in the hands of engineers in Manufacturing, a financial 
analyst in Finance or the marketing organization in most companies. All of 
these LOBs and many others have people who are highly skilled in analyt-
ics and statistics. They have computer skills as a natural part of their job 
function. Engineers use CAD, financial analysts use forecasting models, 
etc...

Take manufacturing as an example. Engineers design many things, but in 
this example let’s take a look HVAC equipment for large buildings. The 
engineers design the layout of the equipment based on factors such as 
number of floors, square footage, the height of the ceiling, type of 
windows, building use and so many other factors. 

These engineers are well versed in statistics and mathematics, as these are 
required for their profession. They are also the same people that develop 
and test the equipment and understand the anomalies that are associated 
with the testing outcomes. If you put the tools for predictive analytics in 

their hands, they are completely capable of using the tools and under-
standing very quickly when equipment abnormalities happen because they 
are the SME. 

They can also design the equipment to cast off information from sensors 
that can be monitored to help prolong the life of the equipment, reduce 
energy consumption, predict equipment malfunctions and help with 
condition-based maintenance. If you provide these engineers with the 
right type of tools to analyze information from their HVAC equipment (in 
this case), that is easy enough to use. However, the powerful benefit comes 
from the ability to identify trends in the granular data that predict future 
outcomes; thus, you create tremendous value by putting the tools directly 
into the hands of the person who can best understand the data produced.
 

An Example of Micro Trends Analysis at Work

Let’s take one example in our HVAC discussion above, conditioned 
based maintenance. For simplicity let’s assume that there are six met-
rics that predict an optimal timeframe for maintenance to avoid equip-
ment failure. These metrics are not singular in their ability to predict but 
have to be correlated to do so. In this example, we are going to use 
motor temperature (MT), airflow, humidity, motor run time (MRT) inside 
and outside temperatures. 

Here is what our hypothetical might look like in Trendalyze:

 
In this simplistic example, all these dimensions affect the ability to 
predict maintenance cycles. For instance, a motor run time when com-
pared to inside temperature may predict a coolant or compressor issue. 
Restricted airflow might impact humidity and could be a predictor of 
ventilation issues, malfunctions in damper performance or humidifier 
issues. 

Each of these metrics taken independently only indicates a problem but 
taken together they may help pinpoint the exact problem that needs to 
be addressed. For example, a singular spike in motor temperature may 
not indicate anything, but continuous spikes followed by reduced 

airflow and a decrease in humidity might indicate a damper problem, 
due to the motor working harder to get cool humid air to a location in 
the building that is being restricted. 

In this example Machine Temperature is running higher, Humidity in the 
first floor is decreasing and Machine Run Time is increasing. The Out-
side Temperature has minimal impact and the Inside Temperature is 
increasing. 

There are some conclusions and actions, in this hypothetical example, 
which can take place that create real value for the company. For our 
sakes, we are going to go with the notion that the analysis indicates a 
damper problem. 

From a Maintenance perspective, this could predict the need for main-
tenance to be scheduled. However, the value could be even greater if 
based on this knowledge you knew what parts are needed for mainte-
nance repair. In this case, we believe it is a damper issue. 
Cost is reduced for the maintenance call because the problem that 
needs to be fixed is narrowed down to a specific point based on informa-
tion provided by Trendalyze and the proper materials can be loaded on 
the response vehicle to reduce the need for rescheduling the appoint-
ment.

Saving Money with Micro Trend Analysis

In our HVAC example let’s make these assumptions: 

•  The company has 10,000 clients and a maintenance call costs 
$1,000 per call. 
•  If 10% of your clients have an issue that requires a mainte-
nance call, then that is $10 million in costs. 

The results: If 20% of these maintenance calls can’t be resolved due to 
insufficient diagnostics, we have now wasted $2 million in unresolved 
responses and created another $2 million in costs for a follow-up call. 
The $4 million represents the best-case savings scenario but gives an 
organization a tremendous opportunity for savings, especially when 
this type of situation is re-occurring year after year. 

This is a relatively simple example, but let’s consider the possible 
added complications. What if this was a 10-story building? Then we 
would have ten times the metrics, and for a fifty-story building 50 
times the metrics. 

In our example, we only had 6 metrics with measurements taken at 10 
minute intervals. What if there were 30 sensors taking measurements 
at 2 second intervals. And finally, what if the predictions have to be in 
order? In other words, metrics 1, 2, 3, etc. have to become abnormal in 
a certain sequential order. Sounds like a permutation. 

While this can be figured out in today’s environment of detailed 
analytics, it is far easier to find order in patterns than in the midst of a 
large volume of granular data. You need a data scientist for the latter, 
and Trendalyze for the former.

Trendalyze Can Help Your Business

We take the pain out of analyzing micro data trends. Trendalyze offers 
highly specialized interactive visualizations and search functions to 
pinpoint micro trends in time-series data with just a few clicks. Our 
program unlocks the value of time patterns, helping your company find 
new revenue streams and increase profitability.  

Call us for more information on how we can help your company find, 
monitor and monetize micro trends, making them into new opportuni-
ties for your business. 
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The AML Quagmire

A number of well-respected firms have written papers on AML and the 
promise of AI & ML while also outlining the issues with adoption. We 
have found that these respected organizations tend to agree on the 
promise and problems. At a high level, the problems fall into two catego-
ries, one of cost, and low adoption. We attempt to bring this out and 
offer a solution to the problems that have been identified. 
According to many sources, the cost of AML compliance in Europe is 
$83 Billion. 

The cost for US firms by the size of the firm is illustrated below:
. 

It is estimated that 75% of these cost are associated with labor and the 
remaining 25% on technology. The issue is that labor is continuing to 
take up a disproportionate share of the expense with no end in sight. 
This cost continues to be ongoing expenses as well while technology 
typically has an ROI. We explore some of the issues surrounding this 
AML problem and put forth an alternative to the expensive approach 
taken so far by placing tools in the hands or the regulators and business 
professionals to mitigate some of this cost. 

A November 2017 McKinsey & Company white paper on The New 
Frontier in Anti-Money Laundering observed:

“In recent years, three factors have heightened the risk banks 
face when combating financial crimes. First, the growth in the 
volume of cross-border transactions and greater integration of 
the world’s economies have made banks inherently more 

vulnerable. Second, regulators are continually revising rules as 
their focus expands from organized crime to terrorism. Finally, 
governments have expanded their use of economic sanctions, 
targeting individual countries and even specific entities as part 
of their foreign policies. Banks have responded to these trends 
by investing heavily in people, manual controls (“checkers 
checking the checkers”), and systems addressing point-in-time 
needs. For example, in the United States, anti-money launder-
ing (AML) compliance staff have increased up to tenfold at 
major banks over the past five years or so. 

As McKinsey&Company states, regulatory compliance, additional 
methods of money laundering and new players are putting extreme 
pressure on governments and financial institutions to combat these 
ever-changing methods of hiding illegal activity. In this industry, things 
are moving so quickly that you sometimes can’t catch your breath. We 
end up throwing more people at the problem which ends up being costly 
and ineffective. 

Most Financial Institutions are too busy solving FRB Cease & Desist 
Letters, MRIA (Matters Requiring Immediate Attention), Internal Audit 
Points and additional regulations to take a breath. The reactive vs. 
proactive approach is impeding their ability to embrace newer technol-
ogies.

AI and machine learning hold a lot of promise in helping break this cycle 
but at the same time may be held back due to the lack of knowledge and 
the amount of time it takes to incorporate these solutions into our 
thinking. 

In a recent article from Accenture regarding the Evolving AML Journey 
in Financial Services, they wrote:

“Despite numerous potential applications within the financial 
services sector, specifically within Anti-Money Laundering 
(AML), adoption of AI and ML has been relatively slow. This has 
been, in part, due to the following (1) limited comprehension of 
the application of AI and ML within AML compliance programs; 
(2) the notion of ML being a “black box” where the inner work-
ings are not clearly understood by regulators and compliance 
officers; and (3) the cautious approach taken by regulators 
requiring compliance officers to understand and validate how 
outcomes from AML models are arrived at.

So due to lack of comprehension and a cautious approach regarding AI 
and ML we haven’t been able to advance our solutions and in fact 
continue to fall further behind due to complexity, the volumes of data 
and the increasing sophistication of the criminals. We end up throwing 
more resources at the problem that could be minimized by AI and ML 
approaches.

How can Trendalyze help with these issues?

The first thing you realize is that the design and use of Trendalyze hits 
all three of the issues holding back faster implementations of AI and ML 
in AML projects. The way that Trendalyze functions has ML in it but you 
don’t need to be a data scientist to use it.

We demystify the “BlackBox” aspect of ML. We find and correlate 
sequences and patterns in large amounts of time-series data that 
predict a future outcome. In the case of AML, these outcomes could be 
fraud or other nefarious activities that we want to prevent. Regulators 
easily understand patterns and can validate the meanings of these 
patterns to anyone. We can correlate patterns from multiple data 
sources with scoring so people can understand how close the patterns 
are to the ones that we want to find and take action, thus greatly simpli-
fying the overall process. Watch Scaling the Human Eye video to see 
why the human eye alone can’t do this. 

Accenture uses Transaction Monitoring(TM) as an example of why a 
triage-based system doesn’t solve the problem completely. They wrote: 

“A common TM challenge is the generation of a vast number 
of alerts requiring costly operations teams to triage the alerts. 
With increasing customer numbers and increasing numbers of 
transactions, TM alert volumes have increased significantly at 
financial institutions (FIs). This increase in alerts has resulted in 
an upsurge in the number of personnel required to triage and 
process them. However, in leveraging ML at the alert triage 
stage, alerts can potentially be suppressed, hibernated (set 
aside for later examination) or even, at some time in the future, 
closed automatically.

McKinsey&Company further expands on the triage issue with more 
detail about false positives: 

”90 percent of the alerts generated by rules can be false 
positives, and should be quickly discarded by investigators (but 
often are not). Though rarer, false negatives (or criminal activi-
ty that goes unnoticed) also pose a significant risk to banks. It is 
relatively easy for criminals to understand the linear rules 
currently applied by many banks and then design approaches 
to circumvent them (like smurfing, including the use of dormant 
intermediary accounts before the funds converge into the 
target account).

Trendalyze helps solve this triage problem in several ways: 

First, we limit the number of false positives through an advanced 

method of deep learning and correlations of sequence and pattern 
recognition. 

Second, we not only reduce the number of false positives but also 
improve the overall ability to find more valid cases in suspicious 
activity reports (SARs). The reduction in false positives can greatly 
reduce the cost of personnel expenses associated with the triage 
process. 

Third, in scoring the outcomes, we can also automate the processes 
to take action based on the score. These scores may begin to devi-
ate from what once was, indicating the criminals are adjusting their 
patterns which we can easily adjust to their new patterns.

The Trendalyze solution is described in the below schematic:

 

Adopting Best of Breed Fraud Detection Engines

Most financial institutions are now moving toward “Risk-Based and 
Model-Driven” approaches to centralize and streamline the transaction 
lifecycle to provide a 360-degree view of the customer and transaction. 
These AML Risk-Based approaches must carry the customer risk as the 
transactions and payments travel through transaction filtering and 
transaction monitoring. A lot of the false positives emanate from the 
lack of controls and data governance. The problem continues to become 
more complex as regulations try to close the gap with the criminals.  

Many organizations are moving towards the AML centralization and 
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consolidation by the creation of “Fraud Detection Engines” on top of 
centralized models, but they are lacking the AI and ML implementa-
tions. Trendalyze can narrow the gap in that area.

Trendalyze provides end-to-end transaction analytics identifying red 
flags and false-positives early in the life-cycle and thus eliminating the 
need for unnecessary escalations.  

A complete solution for Know Your Transaction (KYT) that can be 
integrated with existing on-boarding KYC processes and integrated 
with workflows for the processing of SARs.

In a recent Harvard Business Review article about The Democratization 
of Data Science by Jonathan Cornelissen he wrote the following: 

“These days every industry is drenched in data, and the orga-
nizations that succeed are those that most quickly make sense 
of their data in order to adapt to what’s coming. The best way 
to enable fast discovery and deeper insights is to disperse data 
science expertise across an organization.

Trendalyze is helping organizations do exactly that. We put tools in the 
hands of business people, business analyst or the citizen data scientist 
that need to analyze data for trends. Trendalyze has application across 
the board but specifically in AML where the stakes are so high. The key 
is to detect patterns that predict future AML outcomes and then moni-
tor them to catch the anomalies early to take corrective action, mitigate 
risk and avoid costly personnel expenditures. 

Know Your Transaction (KYT) for Crypto Currency AML

Criminals are on track to launder more than $1.5 billion via cryptocur-
rency trading in 2018, more than five times as much than as in 2017, 
according to CipherTrace. Authorities in USA and EU are focusing on 
programs to regulate and monitor the industry: FinCEN in the USA and 
AMLD5 in the 28 countries of the European Union. 

Blockchain anonymity makes identity management a significant chal-
lenge, and the majority of wallet and exchange providers have minimal 
KYC procedures.  Cross chain transactions are very hard to monitor 
when combined with techniques such as atomic swaps, zero proof 
protocols, and ring signature protocols. 

Trendalyze has integrated a number of public blockchains for transac-
tion monitoring, correlation, and search.  The searches can span across 
chains to help with detection of fraud originated with structuring tech-
niques such as layering and smurfing. 

Trendalyze monitoring suspicious transactions across multiple wallets and 
exchanges on the Ethereum network

Summary

It takes a lot of different technologies to help solve these issues. The 
quality of data has to be such that we don’t exacerbate the problem 
down the line. Along with the quality, the data elements have to be 
consistent with the AML initiatives and flexible enough to meet future 
challenges such as blockchain networks and cryptocurrency.  Most 
financial organizations have had a KYC ongoing project that can be, or 
already has been, brought into the AML strategy. AI an ML hold a lot of 
promise but with the problems described by McKinsey and Accenture 
above. 

At Trendalyze we believe we have a small but significant part of the 
overall solution to place tools in the hands of the business users and 
regulators, therefore, streamlining the process and avoiding the need 
for a ten fold increase in personnel identified by Accenture above. 
Please see our AML Video for introduction into our AML approach. 

We invite you to connect with Trendalyze to set up a collaborative 
session to mutually determine whether there is a good fit between our 
technology and your AML strategy. These sessions usually takes no 
more than an hour with 15 minutes of prep time to answer a few ques-
tions regarding where you are in your AML journey and to identify the 
gap that you want to close. 



The AML Quagmire
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promise of AI & ML while also outlining the issues with adoption. We 
have found that these respected organizations tend to agree on the 
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offer a solution to the problems that have been identified. 
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The cost for US firms by the size of the firm is illustrated below:
. 
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predict a future outcome. In the case of AML, these outcomes could be 
fraud or other nefarious activities that we want to prevent. Regulators 
easily understand patterns and can validate the meanings of these 
patterns to anyone. We can correlate patterns from multiple data 
sources with scoring so people can understand how close the patterns 
are to the ones that we want to find and take action, thus greatly simpli-
fying the overall process. Watch Scaling the Human Eye video to see 
why the human eye alone can’t do this. 

Accenture uses Transaction Monitoring(TM) as an example of why a 
triage-based system doesn’t solve the problem completely. They wrote: 

“A common TM challenge is the generation of a vast number 
of alerts requiring costly operations teams to triage the alerts. 
With increasing customer numbers and increasing numbers of 
transactions, TM alert volumes have increased significantly at 
financial institutions (FIs). This increase in alerts has resulted in 
an upsurge in the number of personnel required to triage and 
process them. However, in leveraging ML at the alert triage 
stage, alerts can potentially be suppressed, hibernated (set 
aside for later examination) or even, at some time in the future, 
closed automatically.

McKinsey&Company further expands on the triage issue with more 
detail about false positives: 

”90 percent of the alerts generated by rules can be false 
positives, and should be quickly discarded by investigators (but 
often are not). Though rarer, false negatives (or criminal activi-
ty that goes unnoticed) also pose a significant risk to banks. It is 
relatively easy for criminals to understand the linear rules 
currently applied by many banks and then design approaches 
to circumvent them (like smurfing, including the use of dormant 
intermediary accounts before the funds converge into the 
target account).

Trendalyze helps solve this triage problem in several ways: 

First, we limit the number of false positives through an advanced 

method of deep learning and correlations of sequence and pattern 
recognition. 

Second, we not only reduce the number of false positives but also 
improve the overall ability to find more valid cases in suspicious 
activity reports (SARs). The reduction in false positives can greatly 
reduce the cost of personnel expenses associated with the triage 
process. 

Third, in scoring the outcomes, we can also automate the processes 
to take action based on the score. These scores may begin to devi-
ate from what once was, indicating the criminals are adjusting their 
patterns which we can easily adjust to their new patterns.

The Trendalyze solution is described in the below schematic:

Adopting Best of Breed Fraud Detection Engines

Most financial institutions are now moving toward “Risk-Based and 
Model-Driven” approaches to centralize and streamline the transaction 
lifecycle to provide a 360-degree view of the customer and transaction. 
These AML Risk-Based approaches must carry the customer risk as the 
transactions and payments travel through transaction filtering and 
transaction monitoring. A lot of the false positives emanate from the 
lack of controls and data governance. The problem continues to become 
more complex as regulations try to close the gap with the criminals.  

Many organizations are moving towards the AML centralization and 
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consolidation by the creation of “Fraud Detection Engines” on top of 
centralized models, but they are lacking the AI and ML implementa-
tions. Trendalyze can narrow the gap in that area.

Trendalyze provides end-to-end transaction analytics identifying red 
flags and false-positives early in the life-cycle and thus eliminating the 
need for unnecessary escalations.  

A complete solution for Know Your Transaction (KYT) that can be 
integrated with existing on-boarding KYC processes and integrated 
with workflows for the processing of SARs.

In a recent Harvard Business Review article about The Democratization 
of Data Science by Jonathan Cornelissen he wrote the following: 

“These days every industry is drenched in data, and the orga-
nizations that succeed are those that most quickly make sense 
of their data in order to adapt to what’s coming. The best way 
to enable fast discovery and deeper insights is to disperse data 
science expertise across an organization.

Trendalyze is helping organizations do exactly that. We put tools in the 
hands of business people, business analyst or the citizen data scientist 
that need to analyze data for trends. Trendalyze has application across 
the board but specifically in AML where the stakes are so high. The key 
is to detect patterns that predict future AML outcomes and then moni-
tor them to catch the anomalies early to take corrective action, mitigate 
risk and avoid costly personnel expenditures. 

Know Your Transaction (KYT) for Crypto Currency AML

Criminals are on track to launder more than $1.5 billion via cryptocur-
rency trading in 2018, more than five times as much than as in 2017, 
according to CipherTrace. Authorities in USA and EU are focusing on 
programs to regulate and monitor the industry: FinCEN in the USA and 
AMLD5 in the 28 countries of the European Union. 

Blockchain anonymity makes identity management a significant chal-
lenge, and the majority of wallet and exchange providers have minimal 
KYC procedures.  Cross chain transactions are very hard to monitor 
when combined with techniques such as atomic swaps, zero proof 
protocols, and ring signature protocols. 

Trendalyze has integrated a number of public blockchains for transac-
tion monitoring, correlation, and search.  The searches can span across 
chains to help with detection of fraud originated with structuring tech-
niques such as layering and smurfing. 

Trendalyze monitoring suspicious transactions across multiple wallets and 
exchanges on the Ethereum network

Summary

It takes a lot of different technologies to help solve these issues. The 
quality of data has to be such that we don’t exacerbate the problem 
down the line. Along with the quality, the data elements have to be 
consistent with the AML initiatives and flexible enough to meet future 
challenges such as blockchain networks and cryptocurrency.  Most 
financial organizations have had a KYC ongoing project that can be, or 
already has been, brought into the AML strategy. AI an ML hold a lot of 
promise but with the problems described by McKinsey and Accenture 
above. 

At Trendalyze we believe we have a small but significant part of the 
overall solution to place tools in the hands of the business users and 
regulators, therefore, streamlining the process and avoiding the need 
for a ten fold increase in personnel identified by Accenture above. 
Please see our AML Video for introduction into our AML approach. 

We invite you to connect with Trendalyze to set up a collaborative 
session to mutually determine whether there is a good fit between our 
technology and your AML strategy. These sessions usually takes no 
more than an hour with 15 minutes of prep time to answer a few ques-
tions regarding where you are in your AML journey and to identify the 
gap that you want to close. 

https://trendalyze.com/resources/video/trendalyze-for-anti-money-laundering-aml/

